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Motivation & Problem

* Motivation

* The rise of latent diffusion models has made image generation widely accessible,
but it also introduces challenges in content attribution and copyright.

« Semantic watermarking in the latent space offers a robust solution, especially due to its resilience
against regeneration attacks, which often break pixel-level watermarks.
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Motivation & Problem

» The Core Problem: Loss of Frequency Integrity ,,ree Ring Rig

« Existing methods often discard the imaginary component in
the Fourier domain, breaking the frequency integrity.

« This violates the Hermitian symmetry required for real-valued
signals, distorting the statistical structure of the latent noise.

« The consequences are severe:
1. Weakened detection robustness

2. Degraded generative quality

e Our Goal:

To propose a new approach _that preserves freque_ncy integrity, ok I -
which enables reliable and high-quality watermarking. Missing imaginary patterns reveal

frequency loss in baselines.
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Our Approach: 3 Key Techniques (b ) Intelligent signa/
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1. Hermitian Symmetric Fourier Watermarking (SFW)

« Enforces Hermitian symmetry to preserve frequency integrity, utilizing both real and imaginary components to boost detection performance
without sacrificing image quality.

2. Center-Aware Embedding Strategy

« Embeds watermarks in the stable central region of the latent space to significantly improve robustness against cropping attacks.

3. HSQR: Hermitian Symmetric QR-Code

« Extends SFW by splitting a QR code across the real and imaginary components, achieving high accuracy, capacity, and image quality.
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Our Implementations:

« HSTR: Applies our framework to
the Tree-Ring structure.

 HSQR: A novel, high-capacity
watermark using a QR code design.
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Results (1): State-of-the-Art Detection Robustness

Our methods, HSTR and HSQR, consistently achieve state-of-the-art detection robustness across a wide
range of attacks, including signal processing, regeneration, and cropping.
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« Superior Crop Resilience:
Thanks to the Center-Aware Embedding strategy,
our methods maintain exceptionally high accuracy
even under severe cropping attacks, where
baselines like RingID fail.
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Results (2): Balancing Robustness with Generative Quality (i ) Intelligent <ignal
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« Quantitative Proof: By preserving frequency integrity, HSTR and HSQR achieve the best FID and
CLIP scores, indicating higher-quality and more prompt-aligned images.

« Qualitative Difference: High-energy patterns like RingID's introduce noticeable ring-like artifacts. Our
SFW-based methods produce clean, artifact-free images, successfully resolving the critical trade-off.

Table 3. Generative quality evaluation of watermarking meth-
ods based on FID (MS-COCO ground truth) and CLIP score.
The best performance for each item is highlighted with shading,
while bold text specifically marks the low CLIP score in RingID.
Our proposed methods preserve frequency integrity, achieving the
best balance between watermark robustness and generative perfor-
mance, whereas RinglID introduces visible artifacts, compromis-
ing perceptual quality. Vrf. and Idf. denote the average detection
performance in verification and identification tasks, respectively.

HSTR  RingID Tree-Ring

Semantic Methods | FID, CLIPT | Vif 1df.
Tree-Ring ‘ 26418 0.326 0.655 0.114 &
' 7
Merged in RingID 27.052 0.324 0.997 0.964 o
Generation HSTR (ours) 25.062 0.329 0.971 0.889 % :
HSQR (ours) 24.895 0.330 0.997 0.985

Watermarking Methods

« Optimal Balance: Our work successfully resolves the critical ) Teeing O Angd 0 HSTR (o) <3 HSR (o)
trade-off between (1) watermark robustness and (2) image fidelity. |- —erfeten - - enfionin
» Unlike high-energy methods that trade quality for robustness, our approach A
achieves superior detection without compromising image fidelity. e .
e MEFPR@I%FISQRE o ELi;el‘f:;_it:nt Matcr‘\mﬁate - §
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Ablation Study & Scalability: Why Our Method Works

Our ablation studies confirm the critical contributions of each component and the superior scalability of
our HSQR design.

« SFW is Critical: Without enforcing Hermitian symmetry, detection performance drops significantly,
proving that SFW's frequency integrity is the key to robustness.

Table 4. Ablation study on detection performance based on fre- Table 7. Normality assessment of latent distributions (1,000 sam-
quency integrity (v' or x) and the number of detection region us- ples). HSTR better preserves Gaussianity than Tree-Ring, as
age (1: real only, 2: real & imaginary). Vrf. and Idf. represent av- shown by standard deviation, KS p-value, and failure rate.

erage detection performance in verification (TPR@ 1% FPR) and
identification (accuracy), respectively. ALj denotes the normal-

. RN . T Methods ] Mean Std. Dev. | KS p-value T KS failure rate |
ized AL, metric, indicating detection effectiveness. -
Tree-Ring 0.0004  0.9620 0.2404 0.234
HSTR (ours) | -0.0003  1.0000 0.4227 0.071
Case | Methods Freq. Int.  #Det. | Vif. df. | ALY T
A | TreeRing x 2 | 0653 0114 | 0232 Validation of Gaussianity using
B | Tree-Ring X 1 0805 0416 | 0.368 . .
C | HSTR(ours) v 1| 093 0775 | 0471 Statistical Tests (incl. KS-Test)
D | HSTR (ours) v 2 0971 0889 | 0476

« HSQR's Superior Scalability: As message capacity e
increases, most methods degrade rapidly. HSQR, however, £ L
maintains near-perfect identification accuracy even with T
over 8,192 unique IDs, demonstrating its suitability for i 5 veon o
large-scale, real-world applications. = D\O\D\H

i T —) —a—a—0
Watermark Capacity
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* We introduced Hermitian SFW, a novel framework that resolves the key challenge of
frequency integrity in semantic watermarking.

 Our methods achieve a new state-of-the-art balance between detection robustness
and image fidelity, outperforming all baselines in diverse attack scenarios.

« Our work demonstrates that properly structured Fourier-domain watermarking is ready
for real-world, secure deployment.
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Thank you!

» Project Pages: https://thomas11809.qgithub.io/SFWMark/
« Code and Resources: https://github.com/thomas11809/SFWMark
e Contact: thomas11809@snu.ac.kr
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