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Introduction

Background:

• AIGC (GANs & Diffusion) → produce realistic fake images

• “Seeing is believing” no longer holds → societal risks

• Detecting synthetic images is urgent 

A key challenge: 

• Specialized detectors: High accuracy, poor generalization, data-
hungry

• Frozen pre-trained models: Good generalization, low accuracy

• Need: High accuracy + High generalization + Data efficiency

Solution: ForgeLens

• Build on frozen CLIP-ViT

→ Guide the model to focus on forgery-relevant features with limited 
training data.



Visualization of extracted image features

l ResNet50 (specialized model): clear separation on seen data (e.g., ProGAN) but fails on unseen data

l CLIP-ViT (frozen model): features cluster by image category rather than real vs. fake → general-purpose and not 
optimized for forgery detection

l General-purpose features (e.g., frozen CLIP-ViT) contain much forgery-irrelevant info → poor  fake/real separation



ForgeLens

WSGM
Guide frozen image encoder to focus on 
the forgery-specific information within 
the general-purpose image features it 

extracts during training

FAFormer 
Refines forgery information from the 
multi-stage image features (low-level 

and high-level)



Datasets

Training Dataset
• ForenSynths
• Subsampling: 1%, 4%, 20%, 50% of original 

training set

Evaluation Dataset
• UniversalFakeDetect
• 19 generative models (GANs & diffusion)
• Includes real & fake images, some subsets by 

class



Experimental Results

ForgeLens
Outperforms:
• Specialized detector: +9.90% 

Avg.Acc, +6.88% Avg.AP
• Preprocessing-based detector: 

+7.43% Avg.Acc, +6.07% 
Avg.AP

• Frozen model-based detector: 
+1.20% Avg.Acc, +0.17% 
Avg.AP

Compared to the base model 
UniFD:
• Improves the Avg.Acc by 

13.61% and Avg.AP by 8.69%  
(introducing minimal training 
parameters)



Ablation Study and Robustness Evaluation
Effectiveness Analysis of Forgery Focus

Comparative Analysis of WSGM and 
Fine-Tuning Methods.

Impact of Different Training Data Size

Robustness Evaluation



Visualization

CLIP-ViT (frozen base model)

• Captures general-purpose features
• Attention dispersed, fails to localize forgery artifacts
• Ineffective for forgery detection

ForgeLens (ours)

• Focuses on forgery-specific regions (e.g., face swap 
artifacts, hair textures)

• Provides targeted and interpretable responses



Conclusion

Key contributions
• Proposed ForgeLens, a data-efficient & feature-guided framework for generalizable forgery 

detection.
• SOTA performance on 19 generative models (GANs & diffusion)
• Requires only minimal training data

Limitations & Future Work
• Two-stage training adds complexity
• FAFormer sensitive to hyperparameters
• Improve training stability and effectiveness. Enable learning from limited data to distinguish 

real vs. fake, including latest generative techniques.



Thanks for listening!
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